The Office of the State Controller’s Risk Mitigation Services staff will conduct a webinar entitled, “Assessing IT Security Risks and Evaluating IT Security Controls Within Your Organization,” on April 15. This training will be provided at no charge to all state agencies, universities, and community colleges.

Due to the limited number of available software licenses, OSC can only accommodate one registration per state agency. They have requested that participants at each agency view the webinar in a group setting with a site administrator, in this case Finance Training, to facilitate the webinar.

This webinar will be shown in training room 3101 in the Administrative Office Building (AOB) and offers the opportunity to receive 1.5 CPE credits. **Space is limited to 25 participants.** See attached agenda for more details.

To register please go to our [UNC-CH Event Registration site](https://www.surveymonkey.com/s/ParticipationRegistration), Browse by Sponsor name “Finance Training,” and then click on the event. Registration will close on April 7, or as soon as the session is full. Your registration will be confirmed by e-mail. If you have any questions, please e-mail financetrainer@unc.edu.

**Because CPE credit is provided by OSC, to receive 1.5 hours of CPE credit you must also register through OSC by April 7 using this link** [https://www.surveymonkey.com/s/ParticipationRegistration](https://www.surveymonkey.com/s/ParticipationRegistration)
**Assessing IT Security Risks and Evaluating IT Security Controls**  
*Within Your Organization*  
Continuing Professional Education  
North Carolina Office of the State Controller

**Date:**  
April 15, 2014  
2:00pm – 3:30pm

**Location:**  
Office of the State Controller and Live Webinar

**Objective:**  
To gain an understanding as to the importance of considering IT security risk in the evaluation of internal controls.

**Content:**  
As technology continues to march forward, new and more complex cyber risks emerge threatening significant harm to every company’s business success – and everyone and every organization is a target. It’s no longer a matter of ‘if’ a company will be attacked – it’s ‘when’. In this session, we will take a look at some recent government agency data breaches and the impact they have caused as well as look at how other agencies are responding to cyber threats. We will leverage results from other agencies and look at the improvements that they are making in the fight against cybercrime, along with the steps needed to expand and innovate their information security capabilities in today’s ever-changing digital environment.

**Instructors:**  
Chip Wentz  
Executive Director – National Information Security Center of Excellence  
Ernst & Young

**CPE Credit Offered:**  
1.5 hours

**Materials:**  
Will be provided in advance

**Teaching Method:**  
Lecture

**Prerequisites:**  
None

**Advance Preparation:**  
None

**Level:**  
Basic