Memorandum

To: Business Managers
   University Accounting Personnel

From: Troy Howell, Finance Training Coordinator

Date: July 13, 2015

Re: CPE Workshop: The Cost of Compromise

The Finance Division of the University of North Carolina at Chapel Hill will host a continuing professional education (CPE) workshop entitled “The Cost of Compromise” on September 2, 2015, from 2:30 p.m. – 4:30 p.m., with registration starting at 2:15 p.m., at Toy Lounge in Dey Hall. This event is open to the UNC-Chapel Hill community. You are encouraged to register early. Please see the agenda below. This course provides two (2) CPE credits.

The fee for the event is $15. Unfortunately, we are unable to refund registration fees regardless of time of cancellation notification. Soda and water will be provided.

To register and make arrangements for payment, please go to our UNC-CH Event Registration site. Browse by Sponsor name “Finance Training,” and then click on the CPE class. Registration will close on August 27, 2015, or as soon as the session is full. Your registration will be confirmed by e-mail. If you are paying via chartfield string, please enter the chartfield string in the UNC Account field on the Registration page.

To find directions or parking information, please go to Toy Lounge map and directions. If you have any questions, please contact Troy Howell at (919) 843-3069 or e-mail financetrainer@unc.edu.

We look forward to your participation.
UNC-CH CPE Workshop: The Cost of Compromise

September 2, 2015
at
Dey Hall
Toy Lounge

This workshop is open to the faculty and staff of UNC Chapel Hill community.
Two (2) credits of CPE will be offered to NC CPAs.

Course Schedule and Agenda

Registration Sign In: 2:15 pm to 2:30 pm

The Cost of Compromise 2:30 pm to 4:30 pm
The Cost of Compromise

Summary
This presentation will cover the history of cybercrime, current trends in cybercrime, case studies, and ways to prevent becoming a victim of cybercrime including social engineering scams.

Prerequisites:
None

Advanced Preparation:
None

Course Objectives:
• Educate participants on current cybercrime trends, methods and financial impact
• Educate participants on how to reduce their chances of victimization by cybercrime
• Educate participants on how to recognize, mitigate, and report cybercrime incidents